PRESIDENTIAL PRIVACY VIOLATIONS

Danielle Keats Citron*

Privacy violations are destructive, no matter the perpetrator, but governmental privacy violations cast a particularly long and destructive shadow. A recent illustration began in 2017, when the Department of Justice revealed the texts and extramarital affair of public servants to the press. The President amplified that information in a years-long smear campaign. To the public servants, the wreckage included job losses, stained reputations, physical danger, and emotional suffering. To the public, the damage included a further loss of trust in the government’s ability to handle personal data with care. In the wake of privacy violations at the hands of powerful government actors, we must recognize the wrongs done to individuals and the public. Existing law provides some relief, but the government’s own actions must play a part. At every branch and level, local, state, and federal, the government must work to restore public confidence in its data-handling practices. A key step would be to recognize intimate privacy as a foundational right.
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I. INTRODUCTION

Governments have done destructive things to individuals in the course of their work. People’s careers have been decimated by defamatory lies spread by government actors. In the 1960s, at the instruction of Federal Bureau of Investigation (“FBI”) Director J. Edgar Hoover, federal agents engaged in smear campaigns to discredit antiwar activists. Privacy violations were another regrettable feature of the Hoover years. FBI agents secretly bugged the hotel rooms of political activists, journalists, and other perceived enemies of the state in the hopes of obtaining embarrassing intimate information.

When Presidents—aided by federal agencies—invade the privacy of individuals, the impact of the violation increases by orders of magnitude. Few government actors attract as much public attention and wield as much influence as the President. This was true for the 45th President, who proved to be an Olympic-level privacy violator.

On December 12, 2017, the Department of Justice (“DOJ”) invited members of the press to view 375 handpicked texts exchanged between FBI officials involved in the investigations into Trump campaign officials’ ties to Russia and former Secretary of State Hillary Clinton’s use of a private email server. (Those officials had been involved in an extramarital affair.) Members of the media showed up as asked—after hours. Although many of the texts concerned routine work and everyday personal matters, some conveyed their fear of a Donald J. Trump presidency. The DOJ’s disclosure facilitated

2. See id. at 148–49.
3. Id. at 163 (describing the FBI’s spread of lies about antiwar activists in the 1950s and 1960s to get them fired).
5. See generally, e.g., id.
7. See Jarrett, supra note 6; Nguyen, supra note 6.
8. See Jarrett, supra note 6; Nguyen, supra note 6.
a presidential assault on the officials’ intimate privacy, which left their lives in tatters.\footnote{Intimate privacy concerns the extent to which others have access to, and information about, our bodies; minds (e.g., innermost thoughts, desires, and fantasies); health; sexual activities; sex, sexual orientation, and gender identity and expression; and close relationships. In a series of articles, a book chapter, and a manuscript, I have been developing a theory of intimate privacy upon which this essay draws. See generally Danielle Keats Citron, The Fight for Privacy: Protecting Dignity, Identity, and Love in the Digital Age (forthcoming) (manuscript on file with author); Danielle Keats Citron, Privacy Injunctions, 71 Emory L.J. 955 (2022); Danielle Keats Citron, The Right to Sexual Privacy, in Visions of Privacy in the Modern Age (Marc Rotenberg, Jeramie Scott & Julia Horwitz, eds., 2015); Danielle Keats Citron, A New Compact for Sexual Privacy, 62 WM. & MARY L. REV. 1763 (2021); Danielle Keats Citron, Sexual Privacy, 128 Yale L.J. 1870 (2019); Danielle Keats Citron, Why Sexual Privacy Matters for Trust, 96 Wash. U. L. Rev. 1189 (2019); Danielle Keats Citron, The Roots of Sexual Privacy: Warren and Brandeis & the Privacy of Intimate Life, 42 Colum. J.L. & Arts 383 (2019).}

After the press wrote about the texts and affair, President Trump attacked the FBI officials in tweets, posts, and media interviews. He affixed them with demeaning nicknames and accused them of “treason.” He claimed that the texts showed that the FBI was out to get him and that the investigation into his campaign officials’ connections to Russian interference in the 2016 election was a “hoax” and a “WITCH HUNT.” Again (and again and again), President Trump publicized the officials’ extramarital affairs and exploited their texts to discredit Special Counsel Robert Mueller’s investigation into the connection between the Trump campaign and Russian intelligence operations.\footnote{I am serving as a pro bono expert for those officials (Lisa Page and Peter Strzok) in their separate lawsuits against the Department of Justice. None of the details included here are based on confidential conversations with either Page or Strzok or their counsel. In drafting this Article, I relied on the court documents filed in the case as well as public statements, reports, and congressional testimony. I have gotten permission from Page and Strzok to include a few details from the interviews that I conducted with them in preparation of my forthcoming book The Fight for Privacy.}

The DOJ’s and President’s privacy violations did not just wreck the life’s work and safety of esteemed public servants. They did not just exceed the bounds of propriety, basic humanity, and federal law. They cast doubt on everyone’s intimate privacy. If government employees’ texts could be accessed and revealed for political ends, then who else might face governmental intimate privacy violations? The DOJ’s disclosure of the texts to reporters—which started the tsunami of abuse by the President and his supporters—undermined the notion that the government could be trusted with people’s personal data.


This Article explores the significance of governmental privacy violations, focusing on privacy violations at the hands of the President and the executive branch. Part II highlights governmental violations of intimate privacy. Part III explores the impact of presidential privacy violations on individuals and society. Part IV considers the legal ramifications and potential responses.

II. WHEN GOVERNMENT SPEECH VIOLATES INTIMATE PRIVACY

This Part sets the stage for this Article by describing ways the government has violated individuals’ intimate privacy. It begins with examples of twentieth century governmental privacy violations. Then, it offers a case study: intimate privacy violations at the hands of President Trump and his Department of Justice.

A. Twentieth Century Examples

The executive branch has a long and ignominious history of weaponizing intimate information against perceived enemies. Consider the privacy violations committed at the direction of FBI Director J. Edgar Hoover. In the 1950s and 1960s, federal agents compiled detailed dossiers on the intimate lives of journalists, antiwar protestors, and civil rights activists. Prominently included was civil rights leader Dr. Martin Luther King. From October 1963 until his assassination in April 1968, the FBI conducted surveillance of the most intimate aspects of Dr. King’s life. Agents wiretapped Dr. King’s telephones at home and work. They hid microphone bugs in his hotel rooms, recording him from adjoining rooms. Some of those recordings captured Dr. King’s extramarital affairs.

The FBI’s objective—or rather that of Director Hoover—was to damage and discredit the civil rights leader. The Bureau sent recordings capturing Dr. King’s extramarital liaisons to media outlets in the hopes that they would
publish them, which they declined to do.\textsuperscript{23} FBI agents mailed a copy to Dr. King with a letter warning, "[i]t is all there on the record, your sexual orgies . . . . The American public . . . will know you for what you are—an evil abnormal beast . . . . [T]here is only one thing left for you to do . . . . You have just 34 days in which to do [it] . . . ."\textsuperscript{24}

FBI agents can no longer indiscriminately spy on Americans’ intimate lives.\textsuperscript{25} In the shadow of Hoover’s abuses and President Nixon’s cover-up of the Watergate break-in, Congress passed the Wiretap Act of 1968.\textsuperscript{26} Law enforcement officers now must obtain a special warrant before listening to the conversations of U.S. persons.\textsuperscript{27} The Supreme Court has also made clear that the Fourth Amendment’s protections extend to people’s private conversations if those individuals have a reasonable expectation of privacy in those conversations.\textsuperscript{28}

Foreign citizens, however, are a different matter. Their privacy enjoys far less protection than that of U.S. citizens.\textsuperscript{29} After 9/11, the National Security Agency (“NSA”) amassed intimate information about “Muslim radicalizers,” including their visits to porn sites and sexually explicit communications with young girls.\textsuperscript{30} The exposure of these facts would call into question a radicalizer’s “devotion to the jihadist cause” given the ban on pornography in Muslim countries.\textsuperscript{31} Along these lines, U.S. officials leaked that the SEAL Team found an extensive stash of porn at Osama bin Laden’s compound.\textsuperscript{32}

\textsuperscript{23} \textit{Id.} In the 1950s and 1960s, the media often refused to publish the salacious details of the lives of public officials like Dr. King, President John F. Kennedy, and others. Such professional discretion began to recede in the 1980s. \textit{See generally} AMY GAI DA, \textbf{THE FIRST AMENDMENT BUBBLE: HOW PRIVACY AND PAPARAZZI THREATEN A FREE PRESS} (2015). When Senator Gary Hart ran for President in 1987, he dared the press to follow him, thinking that major news outlets would not cover his extramarital affairs. \textit{See generally MATT BAI, ALL THE TRUTH IS OUT: THE WEEK POLITICAL WENT TABLOID} (2014). The Miami Herald called his bluff, leading to the coverage of his affair with Donna Rice and the end of his presidential campaign. \textit{Id.} From that moment on, little in the lives of public officials was sacred, and the norms of discretion seemingly fell away. \textit{See generally RICHARD BEN CRAMER, WHAT IT TAKES: THE WAY TO THE WHITE HOUSE} (First Vintage Books ed., 1993).


\textsuperscript{25} There are some exceptions for the NSA, such as when we are talking about U.S. citizens communicating with foreign citizens. I am going to leave those rules aside for this piece.


\textsuperscript{30} \textit{Id.}

\textsuperscript{31} \textit{Id.}

Federal investigators also have published intimate information about private U.S. persons caught up in public affairs. Consider the experience of Monica Lewinsky. In 1994, Judge Kenneth Starr was appointed to serve as Independent Counsel tasked with investigating President William Clinton and First Lady Hillary Rodham Clinton. The Office of Independent Counsel (“OIC”) first looked at the Clintons’ investment in a land deal in Arkansas. It grew to include the firing of employees in the White House travel office, the suicide of White House Counsel Vince Foster, and President Clinton’s lies about his sexual relationship with Lewinsky, who was then a twenty-three-year-old White House intern.

On September 9, 1998, Starr released his findings to the House of Representatives in a 453-page report, which was posted online two days later. The Starr Report provided graphic, detailed descriptions of the sexual interactions and communications between Lewinsky and Clinton. It was salacious for salaciousness’s sake. Because Clinton had already admitted to lying under oath, those details served no legitimate purpose. Lawyers working for Starr tried to convince him to remove them, to no avail. The Starr Report gratuitously described every single sexual encounter between Clinton and Lewinsky. It detailed Lewinsky’s sexual expression in granular detail. The release of the Starr Report, Lewinsky has explained, “competes for the worst day” of her life with the day she was ambushed by the FBI at the behest of Starr’s team.

As Lewinsky said in a TED Talk that she gave nearly twenty years later, the Starr Report affixed her with a permanent scarlet “A.” The Starr Report

34. Id. at 3.
36. THE STARR REPORT, supra note 33.
37. See id. at 11–63.
39. Those lawyers were Brett Kavanaugh, now a Supreme Court Justice, and Notre Dame law professor William Kelley. Id.
40. Reading the Starr Report is akin to reading a pornographic novel, but crucially there is nothing consensual or fictitious about the details, which were taken from prosecutors’ depositions of Lewinsky. I refuse to recreate those details in this piece. Suffice it to say, the Table of Contents captures the point. THE STARR REPORT, supra note 33. For instance, Part II has the heading “1995: Initial Sexual Encounters.” It includes a narrative of “November 15 Sexual Encounter,” “November 17 Sexual Encounter,” and “December 31 Sexual Encounter.” Id. at III. Part III, entitled “January-March 1996: Continued Sexual Encounters,” discusses sexual encounters on different days over many months. Id. at III–IV. Reading the Table of Contents—and just that—that makes clear how unnecessary, how painful, and how exploitative the invasion of intimate privacy was for Lewinsky.
defined and tormented her for years and years.\textsuperscript{42} As unsurprising as it is regrettable, only Lewinsky bore this burden. President Clinton’s popularity rose after his impeachment in the House and narrow exoneration in the Senate for having lied while under oath about his affair with Lewinsky.\textsuperscript{43} In stark contrast, the public persecuted and shamed Lewinsky for her sexuality.\textsuperscript{44} She was blamed for the sexual relationship, even though Clinton possessed the power and control in their interactions.\textsuperscript{45} Destructive gender stereotypes explain the imbalance.\textsuperscript{46} New York Times writer Maureen Dowd echoed prevailing public sentiment in mocking Lewinsky as “slutty” and “ditsy.”\textsuperscript{47} The price of Starr’s exploitation of Lewinsky’s intimate privacy was exorbitant.\textsuperscript{48}

\textbf{B. Case Study: The 45th President}

Then there was the 45th Presidency. In December 2017, the executive branch began an assault on the intimate privacy of two public servants.\textsuperscript{50} One of those public servants was Lisa Page, who served as Special Counsel to the FBI’s Deputy Director Andrew McCabe.\textsuperscript{50} Page started her legal career in the DOJ’s Honors Program, working as a federal prosecutor for six years.\textsuperscript{51} Then, she joined the FBI to focus on counterintelligence cases.\textsuperscript{52} Page was a government lawyer through and through. The other public servant targeted by President Trump was Peter Strzok, then-Deputy Assistant Director of the FBI’s Counterintelligence Division.\textsuperscript{53} Strzok, a career FBI agent, was

\begin{itemize}
  \item \textsuperscript{44} See Bennett, supra note 41.
  \item \textsuperscript{46} See generally Patricia Hill Collins, \textit{Black Sexual Politics: African Americans, Gender, and the New Racism} (2004) (describing intersecting gender and racist stereotypes that paint Black women as hypersexual and deviant).
  \item \textsuperscript{47} Erin Gloria Ryan, Maureen Dowd Praises #MeToo—After Years of Slut-Shaming Monica Lewinsky, Daily Beast (Dec. 12, 2017, 8:12 PM), https://www.thedailybeast.com/maureen-dowd-praises-metooafter-years-of-slut-shaming-monica-lewinsky [https://perma.cc/4C4E-N9WK].
  \item \textsuperscript{48} It has taken twenty years for Lewinsky to come to some peace with the experience. Bennett, supra note 41.
  \item \textsuperscript{50} Id.
  \item \textsuperscript{52} Id.
  \item \textsuperscript{53} See Review of 2016 Election, supra note 49, at iii.
considered “one of the most experienced and trusted F.B.I. counterintelligence investigators.”

Page and Strzok worked together, first on the investigation into former Secretary of State Hillary Rodham Clinton’s use of a private email server. Then, they served on the team investigating Trump campaign officials—Carter Page, Paul Manafort, George Papadopoulos, and Michael Flynn—who were suspected of coordinating with Russian operatives during the 2016 presidential election. When Special Counsel Robert Mueller took over the Russia investigation, Page and Strzok both provided help, with Page serving a forty-five-day stint and Strzok for longer.

During some of that time, Page and Strzok had an extramarital affair. They discussed health issues. They talked about politics. And, in some of those texts, they “expressed hostility toward then-candidate Trump and statements of support for candidate Clinton.”

In ordinary times, Page and Strzok’s texts would have remained between them. No one would have retrieved them from the FBI’s electronic storage system. No one would have inquired about their political views. According to FBI policy, employees may express their views about politics and political candidates in private and in public. But these were not ordinary times.

56. Id.
59. Jong-Fast, supra note 51.
60. REVIEW OF 2016 ELECTION, supra note 49, at 398.
61. Id.
62. Id.
63. For instance, Page wrote to Strzok that Trump “cannot be president.” Strzok said of a potential Trump presidency: “I’m scared for our organization.” Page also expressed concerns about a Clinton presidency. Schmidt et al., supra note 54.
64. REVIEW OF 2016 ELECTION, supra note 49, at 396–97.
After President Trump won the election, he began attacking federal law enforcement. In tweets and interviews, he denounced the FBI’s investigation into Russia’s interference with the election as a “witch hunt.” Shortly thereafter, the DOJ’s Office of the Inspector General (“OIG”) began a review of the investigations on which Page and Strzok had worked. The OIG’s Midyear Review assessed the handling of the investigation into Secretary Clinton’s email use; Crossfire Hurricane Review examined the propriety of the investigation into Trump campaign officials’ ties to Russia.

In connection with those reviews, the OIG requested copies of Page and Strzok’s texts, as well as the texts of other investigators on the team. On July 27, 2017, the OIG notified Deputy Attorney General Rod Rosenstein and Special Counsel Robert Mueller about texts exchanged between Page and Strzok that touched on their views about a potential Trump presidency. Strzok was removed from the Special Counsel investigation. Page had already returned to the FBI.

Five months later, on December 2, 2017, news stories revealed the existence of texts by FBI employees that might show bias against President Trump. The New York Times published a piece naming Strzok as one of those employees and noting his removal from the Special Counsel’s investigation. That same day, a Washington Post story identified Page as the other employee who allegedly authored “politically charged texts.” The story said that Page and Strzok, who were both married, had been romantically involved.

When the stories broke, the President took to Twitter to respond. In a series of tweets, President Trump said that the FBI was the “worst in History”

---


67. Id.

68. RECOVERY OF TEXT MESSAGES, supra note 55, at 9.


70. RECOVERY OF TEXT MESSAGES, supra note 55, at 395–96.

71. Id. at 397.

72. Id. at 10.

73. REVIEW OF 2016 ELECTION, supra note 49, at 397.


75. Id.


77. Id.
and that “its reputation is in Tatters.” He tweeted, “Report: ‘ANTI-TRUMP FBI AGENT LED CLINTON EMAIL PROBE’ . . . Now it all starts to make sense!”

At that point, no one had shown Page and Strzok’s texts to reporters. No one at the DOJ had disclosed their contents to members of the public. That changed, however, on December 12, 2017. That evening, the DOJ disclosed the texts to the media in a manner reminiscent of a low-brow political thriller. DOJ spokesperson Sarah Isgur Flores summoned a group of reporters to her office. Starting at 8:30 p.m., she let the reporters review a ninety-page document containing 375 text messages that Page and Strzok had sent to each other. Heightening the secretive nature of the revelation, Flores told the reporters they “were not permitted to remove or copy the messages and could not source the messages to DOJ.”

Prominent news outlets like Politico, NBC News, and the *Washington Post* began publishing stories about Page and Strzok’s text messages around 9:30 p.m. and continued into the night. The stories quoted the text messages, speculated about the potential implications for the Russia investigation, and underscored that Strzok and Page had been engaged in an extramarital affair. Politicians, social media users, and the conservative media ecosystem seized on the story, amplifying it well beyond the reach of traditional media.

The next day, Deputy Attorney General Rod Rosenstein appeared before the House Judiciary Committee. In connection with the hearing, copies

---

78. Schmidt et al., *supra* note 54.
79. *Id.*
80. Natasha Bertrand, *DOJ Now Says Early Release of FBI Agents’ Private Texts to Reporters Was ‘Not Authorized’ by the Department*, *Bus. Insider* (Dec. 15, 2017, 8:17 AM) https://www.businessinsider.com/doj-says-early-release-of-fbi-agents-texts-was-not-authorized-2017-12 [https://perma.cc/US8M-JDVA]. The DOJ’s antics—telling reporters to show up after dark and that they could only look at the handpicked texts and could not source the story to DOJ—have little in common with sophisticated spy novels of Graham Greene or John le Carré. They were crude, ham-handed, and deeply damaging in ways that I will explore in Part III.
82. *Id.* The OIG issued a statement on December 15, 2017, explaining that it told the DOJ that it did not object to certain text messages being released to Congress, but it was silent about any release to the media. The statement noted: “[a]t no time prior to the release of the text messages did the Department consult with OIG about providing records to the media.” Press Release, Off. of the Inspector Gen., U.S. Dep’t of Just. (Dec. 15, 2017).
83. *Complaint, supra note 69*, at 13 (emphasis added).
86. *Complaint, supra note 69*, at 11.
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of the texts had been shared with select members of the committee.\footnote{Id. at 11–13.} Congressman Jamie Raskin remarked, “we got a dump of hundreds of text messages that we’ve been spending most of the day talking about between Mr. Strzok and Ms. Page. And they no doubt make for fascinating reading. It’s a little bit like ‘Anna Karenina’ to go through them.”\footnote{Id. at 11–13.}

Representative Raskin was right.\footnote{Id. at 37.} Less than one-quarter of the texts could be described as having any connection to politics or Trump himself.\footnote{Oversight Hearing with Deputy Attorney General Rod Rosenstein, Hearing Before H. Comm. on the Judiciary, 115th Cong. 63 (2017). Rosenstein testified that the DOJ released the texts “to make sure that it is clear to you and the American people, we are not concealing anything that is embarrassing to the FBI.” Id. at 37.} In dozens of television interviews, press conferences, tweets, and statements from the White House, he disparaged Page and Strzok’s extramarital relationship and accused them of treason.\footnote{Complaint, supra note 69, at 11–12.} The President’s tweets denounced Page and Strzok as “stupid, sick lovers” and other variations on that theme.\footnote{Id. at 11–12.} For instance, President Trump accused Page of being “incompetent,” “corrupt,” “pathetic,” “stupid,” a “dirty cop,” a “loser,” a “great lover,” “a clown,” “sick people,” a “wonderful lover,” a “stupid lover,” and “bad people.”\footnote{Complaint, supra note 69, at 19.} He called for Strzok’s firing.\footnote{Trump tweeted, “Peter Strzok should have been fired long ago.” Natasha Bertrand, Peter Strzok Sues over Firing for Anti-Trump Texts, POLITICO (Aug. 6, 2019, 2:22 PM), https://www.politico.com/story/2019/08/06/peter-strzok-lawsuit-firing-trump-texts-1448615 [https://perma.cc/G8SG-C75V].}

\footnote{87. Id. at 11–13.} \footnote{88. Oversight Hearing with Deputy Attorney General Rod Rosenstein, Hearing Before H. Comm. on the Judiciary, 115th Cong. 63 (2017). Rosenstein testified that the DOJ released the texts “to make sure that it is clear to you and the American people, we are not concealing anything that is embarrassing to the FBI.” Id. at 37.} \footnote{89. Id.} \footnote{90. Id. at 37.} \footnote{91. Oversight of the FBI and DOJ Actions in Advance of the 2016 Election, Joint Hearing Before H. Comm. on Oversight and Government Reform and on the Judiciary, 115th Cong. (2018).} \footnote{92. Id.} \footnote{93. Id.} \footnote{94. Jordan Fabian, Trump: Newly Released FBI Texts Are ‘Bombshells,’ THE HILL (Feb. 7, 2018, 11:34 AM), https://thehill.com/homenews/administration/372725-trump-newly-released-fbi-texts-are-bombshells [https://perma.cc/ELV9-C2BH].} \footnote{95. Id.} \footnote{96. Id.} \footnote{97. Id.}
President Trump continued to publicize Page and Strzok’s affair and their texts even after the OIG issued a report, on June 16, 2018, which found no evidence of bias impacting the Clinton investigation.\(^99\) The President claimed—in direct contravention of his own OIG’s findings—that the 2018 report “destroy[ed] . . . the great lovers, Peter Strzok and Lisa Page, who started the disgraceful Witch Hunt against so many innocent people.”\(^100\) He suggested (falsely) that sinister reasons explained why not all of the texts had been divulged: “19,000 demanded Text messages between Peter Strzok and his FBI lover, Lisa Page, were purposely and illegally deleted. Would have explained whole Hoax.”\(^101\) In 2019, Trump tweeted, “When Lisa Page, the lover of Peter Strzok, talks about being ´crushed´ and how innocent she is, ask her to read Peter’s ´Insurance Policy´ text, to her, just in case Hillary loses.”\(^102\)

President Trump’s tweets about Page and Strzok were retweeted thousands upon thousands of times.\(^103\) Assuming that an average Twitter user has 500 followers,\(^104\) those retweets could collectively have launched the President’s tweets into millions of other Twitter users’ timelines. And that would not include the thousands upon thousands of people who viewed President Trump’s tweets and only “liked” them, or who saw them but did not interact with them.

President Trump used the texts at campaign rallies. On October 11, 2019, before thousands of people and news cameras, President Trump performed a dramatic reading of some of the texts. “I love you, Peter, I love you, Lisa,” mocked the President.\(^105\) He pretended to orgasm, as if he were Strzok, while saying Page’s first name.\(^106\) Amidst the recreation of imagined private communications between Page and Strzok, President Trump said, “[t]he President’s performances were the height of cruelty and denial of dignity.

\(^100\) Bertrand, supra note 98 (quoting @realDonaldTrump).
\(^101\) John Kruzel, No Evidence FBI Officials’ Texts Deliberately Erased, as Donald Trump Said, POLITIFACT (Dec. 19, 2018), https://www.politifact.com/factchecks/2018/dec/19/donald-trump/no-evidence-fbi-officials-texts-deliberately-erase/ [https://perma.cc/L3YX-Q9K] (quoting @realDonaldTrump). The OIG found that the deleted texts were the result of an FBI-wide failure that impacted one-quarter of all employee phones; they were not purposefully deleted, as the tweet suggested. REVIEW OF 2016 ELECTION, supra note 49, at 397 n.198.
\(^102\) Complaint, supra note 69, at 20 (screen shot of @realDonaldTrump’s December 2, 2019 tweet).
\(^103\) Id.
\(^104\) This number is likely conservative; a 2016 survey of 95 million accounts suggests that the average Twitter user has 707 followers. See Ryan McCarthy, The Average Twitter User Now Has 707 Followers, KICKFACTORY (June 23, 2016), https://kickfactory.com/blog/average-twitter-followers-updated-2016 [https://perma.cc/D9A4-G6DM].
\(^106\) Id.
\(^107\) Id.
\(^108\) LiveNOW from FOX, Full Rally: President Trump in Hershey, Pennsylvania, YOUTUBE, at 21:30 (Dec. 10, 2019), https://www.youtube.com/watch?v=Ag11iGH1mZQ [https://perma.cc/6QV3-DYLJ]. A claim
Other politicians followed President Trump’s lead, exploiting news about the texts to smear Strzok and Page. Senator Rand Paul dubbed Page the “FBI Mistress” and accused her of colluding in a “witch hunt.” Right-wing pundit Ann Coulter wondered “whether federal penal regulations would allow Peter Strzok and Lisa Page to share a cell.”

President Trump and his allies continued to publicize the texts and affair after the OIG issued another report, on December 9, 2019, finding no evidence of political bias during the investigation of the Trump campaign officials’ ties to Russia. The 2019 OIG report found that Page “did not play a role in the decision to open Crossfire Hurricane or the four individual cases.” It explained that while Strzok was directly involved in the decisions to open the investigation into the four individual cases, “he was not the sole, or even the highest-level decision maker as to any of those matters.” As the OIG found, it was Strzok’s supervisor, Bill Priestap, who made the decision to open the investigation. The OIG found no “documentary or testimonial evidence that political bias or improper motivation influenced Priestap’s decision” to open Crossfire Hurricane or any indications of improper motivations or political bias on the part of the participants, including Strzok.

III. UNDERSTANDING THE DAMAGE

This Part highlights the damage wrought by presidential privacy violations. It details the personal devastation that often results. Then, it turns to the societal implications of governmental privacy violations, including the corrosion of civic trust.

A. Destroyed Careers, Disrupted Lives

Presidential privacy violations can change the arc of people’s lives, upending their careers, life plans, and personal safety. This was true in the past; it is even more true in the present. Online networks have an exponential reach, and search engines ensure near-perfect memories.

Let’s consider the impact of President Trump’s and the DOJ’s intimate privacy violations. During their government careers, Page and Strzok stayed
out of the public eye as best they could. Neither used social media. Neither
gave public interviews. The possibility that they might attract attention was
anathema to them both.

All of that changed after the DOJ provided their texts to the media and
President Trump began his years-long assault on their intimate privacy.\textsuperscript{116} No
longer could Page or Strzok remain anonymous to the public while of course
known to their friends, family, and coworkers. No longer could Page be just
a career GS-15-level civil servant.\textsuperscript{117} No longer could Strzok play a crucial
role in national security investigations. Once the President turned their inti-
mate relationship into a public spectacle, nothing about their lives was the
same.

The executive branch’s privacy violations effectively ended the govern-
ment careers of two long-standing public servants. For Page, being a govern-
ment lawyer was a source of great pride and personal fulfillment.\textsuperscript{118} But she
resigned from the FBI because staying seemed impossible in the aftermath of
the privacy violations.\textsuperscript{119} Although Page is now working in the private sector,
she is being paid far less than colleagues who share her same unique—and
sought after—professional expertise.\textsuperscript{120} Regaining a professional footing thus
far has been impossible for Strzok. He has not found full-time work since.

The reputational and professional damage has continued for years; it
may well continue for many, many more. Once privacy violations appear
online, they cannot be escaped or erased.\textsuperscript{121} Unlike print newspapers or mag-
zines with their limited reach and eventual fate in trash cans or recycling
bins, search engines index content, produce it instantly, and keep it forever.
There is no forgetting in the digital age. As I explained in an article discussing
how twenty-first-century technologies intensify emotional and reputational
harm:

These types of emotional and reputational harms are alive and well to-
day, and they are, in many ways, far worse [than in prior centuries].
While public disclosures of the past were more easily forgotten,
memory decay has largely disappeared. Because search engines repro-
duce information cached online, people cannot depend upon time’s pas-
sage to alleviate reputational and emotional damage. . . . [E]mployers
may not want to get involved with people . . . who come with publicized
baggage.\textsuperscript{122}

Employers treat Google searches of people’s names as part of their re-
sumes.\textsuperscript{123} Online searches are often the first things that clients and coworkers
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see, so employers are reluctant to hire someone with a damaged online identity.4

According to a 2009 Microsoft study, nearly 80 percent of employers consult search engines to collect intelligence on job applicants, and about 70 percent of the time they reject applicants due to their findings.5 Common reasons for not interviewing or hiring applicants include concerns about “lifestyle,” “inappropriate” online comments, and “unsuitable” information about them.6 According to a national study of hiring managers and human resource professionals conducted in 2017, 70% of employers surveyed said that they conduct online searches for prospective hires and 50% said that they assess whether candidates have a “professional online persona.”7 A 2020 study found that a staggering 98% of employers conduct background research online to know more about job candidates.8

Applicants usually don’t get the chance to explain destructive posts to potential employers.9 Recruiters don’t inquire about salacious information and defamatory falsehoods posted online.10 As I wrote in Hate Crimes in Cyberspace, the “simple but regrettable truth is that after consulting search results, employers take the path of least resistance. They just do not call to schedule interviews or to extend offers.”11 And one can’t blame employers. This is a rational reaction. It is easier to hire someone who does not come with a damaged reputation, no matter how qualified or exemplary the candidate with a damaged online reputation may be.

Google searches of Page’s and Strzok’s names are filled with links to stories that discuss their texts and affair and that include defamatory accusations. As I write this piece in the fall of 2021, the first five pages of a Google search of Page’s name is filled with stories that begin “Trump target Lisa Page,” “Fired FBI Lawyer Lisa Page,” and “Trump Blasts MSNBC for hiring ex-FBI lawyer Lisa Page.”12 The same is true for Strzok. The first five pages of his search results are filled with links entitled “Ex-FBI agent Strzok,” “Probe `purposely and illegally’ deleted Peter Strzok and Lisa . . . .”, “FBI
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agent Peter Strzok fired over anti- Trump texts,” and “Peter Strzok should be jailed for his action as FBI agent.”

The stories filling the pages of a Google search of Page’s and Strzok’s names will be uniquely damaging to Page as a woman. As sociologists, philosophers, and legal scholars have shown, gender norms put women in a double bind. They reinforce gendered stereotypes that simultaneously cast women as either sexually promiscuous or frigid and either way as incompetent, subservient sexual objects. They are socially punished for having more than one sexual partner whereas men are not. They are seen as promiscuous and disgusting; men involved with more than one sexual partner are not viewed that way. If women are from a marginalized group, the shame and disgust compounds.

The years-long and highly public exploitation of the texts—both online and offline—affixed Page with a damaged, sexualized, and stigmatized identity, harming her professional reputation and making it impossible for her to lead a normal life. The President repeatedly talked about the texts as illustrations of Page’s deviance: he branded her a traitorous “sick lover,” deviant criminal, and “slut” unfit for public service. Other politicians, commentators, and individuals online echoed those misogynistic comments. Page’s online identity—which was virtually nonexistent before the December 12, 2017 disclosure—is now almost completely tied to the text messages and to her relationship with Strzok. And it is sexualized and stigmatized because of the “homewrecking” narrative that pervades the internet.


135. See generally Iris Marion Young, Five Faces of Oppression, in JUST. & POL. DIFFERENCE 39 (Iris Marion Young ed., 1990); Martha C. Nussbaum, Objectification and Internet Misogyny, in OFFENSIVE INTERNET 68 (Saul Lemore & Martha C. Nussbaum eds., 2012); INTERSECTING VOICES, supra note 134.


137. See COLLINS, supra note 134, at 163–79.

138. Complaint, supra note 69, at ¶ 78.

139. See id. (“The President’s tweets about Ms. Page have been retweeted and favored millions of times.”).
Gender norms create structures of permission to discriminate against women. They explain why women are more likely to suffer harm in the job market due to privacy violations. When women act inconsistently with gender norms, when they step out of line and have extramarital affairs, they often suffer the price of nonconformity. President Trump’s tweets—and the media coverage of the texts and extramarital affair—conjured up those stereotypes, casting Page as a “bad” and loose woman. Page’s Twitter account has been a magnet for horrifying and misogynistic comments. Twitter users have questioned whether she was qualified for her job or whether she slept her way into the FBI, accused her of sleeping with multiple of her colleagues, and described her with sexually demeaning and sexually threatening language. These stereotypes will be and have surely been harmful to Page in her professional career.

Page’s reputational harm piqued the interest of a former judge and lawyer, Patricia Barnes, who wrote a piece for Forbes analogizing Page to Monica Lewinsky. She noted that Page is a victim of “slut shaming on a national scale” and that, as with Lewinsky, Page is “a reluctant public figure in a sexually charged national scandal.” As with Lewinsky, “the silence of women’s groups is deafening, and Democrats understandably don’t want to dwell on the matter.”

For both Page and Strzok, the harm is sure to live on in search results of their names. Information about romantic relationships attracts wide audiences. Sex and gossip sell. We are mesmerized by sensuality. We want to know, and we eagerly share, information about people’s sexual habits and intimate relationships. We share provocative content online—content that we might not say to people face-to-face—because we feel anonymous. We click, like, and share gossip, especially about extramarital affairs, because we forget that real people are involved. We struggle to connect the stories
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circulating behind screens with the real-world harms inflicted on flesh-and-blood human beings. 151

The passage of time is unlikely to change the nature of the stories in search results of Page’s and Strzok’s names because news outlets like Fox and OANN continue to highlight their affair and texts. 152 After Page broke her silence in late 2019, Fox News host Laura Ingraham publicly ridiculed Page’s statements about the traumatic fallout of the disclosures. 153 In 2020, the Conservative Political Action Conference hosted a play titled “FBI Love-birds” that was based on the text messages. 154 On March 7, 2021, Fox News personality Maria Bartiromo discussed the texts on air, more than four years after their initial release. 155

It was, and remains, difficult for Page and Strzok to respond to the privacy violations in a way that would impact their search results. At the time of the President’s initial attacks, Page and Strzok were prohibited by the FBI from responding. 156 Page talked to me about her reluctance to speak out. 157 After Page left her government job, she still felt like she should not respond. 158 The President attacked her with the force of the bully pulpit while she had to stay silent. 159 Page also knew that if she did respond (as she did a few times on Twitter after resigning from the FBI), she would face online abuse of a particularly frightening sort—mobs on Twitter threatened rape and filled her tweets with demeaning and frightening sexualized comments. 160 She faced hundreds of destructive comments whenever she posted online. 161

Those hostile, misogynistic tweets were so numerous because many of them
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were automated. Lawfare Editor-in-Chief Benjamin Wittes ran the hostile responses to one of Page’s tweets through @BotSentinel, which rates the likelihood of an account being a Trollbot. Wittes found that all of the tweets were reported to have a “high probability of being troll bots.” Page spent hours upon hours reporting tweets as abusive.

Then there is the physical danger connected to the loss of anonymity. For months and months, Page worried that strangers would recognize her and confront her on the subway. Whenever Trump tweeted or talked about Strzok, he would receive death threats. Strangers threatened his family. The FBI warned Strzok that he appeared on a list compiled by Cesar Sayoc, who sent pipe bombs to President Trump’s critics. To this day, Strzok continues to be targeted with online threats. There is no end in sight for the abuse.

The emotional fallout has been severe. Page found it excruciating to watch the President hijack her private communications and romantic relationship to degrade her. As Page explained to MSNBC journalist Rachel Maddow: “I’ve led an entirely anonymous life and hoped to return to one. When the president did that vile simulated sex act in a rally . . .” “It’s like being punched in the gut. My heart drops to my stomach when I realize he has tweeted about me again. He’s demeaning me and my career. It’s sickening.”

The damage appears to have no ending point. The exploitation of the texts and the affair has continued years after the DOJ disclosed them to the media and Trump began talking about them. And in turn so does the reputational, economic, physical, and emotional harm suffered by Page and Strzok.
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B. Trust Decay

The DOJ’s privacy violation and the President’s virtual bullhorn came at a time when the public’s trust in government was already at a record low.176 Indeed, the lack of trust in the Trump Administration followed years and years of the decay of trust in government and all major institutions.177 Trust in government has steadily fallen over the past fifty years.178 The same is true for the public’s confidence in the presidency to protect people’s interests.179 Whereas 51% of survey respondents reported a “great deal” of confidence in the President in 2009, only 38% could say the same in 2019.180

This erosion of trust in the government matters. Trust in government “encourages compliance with laws.”181 It lets us depend upon public institutions in times of crisis.182 It “ensure[s] that people seek out and heed guidance on how to protect themselves and their families.”183 And it lays the foundation for people feeling comfortable sharing personal information with government agencies, which can be crucial for the provision of public services, employment, and health and safety.184

The DOJ’s and President Trump’s privacy violations did nothing to bolster faith in the government’s commitment to protect the privacy of data that they have collected about us.185 Little else signifies the imprimatur of the State like the words and actions of the executive branch.186 When the DOJ showed the press copies of employees’ texts without their permission, federal law enforcers signaled that they can’t be trusted to handle intimate data. And
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when the President exposed the private lives of individuals, the highest officer of the land was saying that no one’s intimate privacy is secure. The DOJ’s exposure of the texts to journalists and the President’s exploitation of those texts showed that the government couldn’t be trusted with intimate information. It indicated that anyone’s texts can be obtained and exploited for political ends. Of course, federal employees got that message, but so did the public at large.

The intimate privacy violations—at the hands of the DOJ and the President—occurred at a time when government needed people to trust the executive branch with intimate information. When the Coronavirus began spreading in the United States, public health officials began talking about tracing cases, which would involve sharing location and health information with authorities. Resistance from the public was strong. If the Trump Administration had followed through on those proposals, we might have had trouble convincing people to share their intimate information.

Some might push back on my case study and dismiss it as a single aberrational event. Even if President Trump and the DOJ showed spectacular incompetence or even malevolence, their intimate privacy violations nonetheless set precedent and build on history. It can’t be dismissed as just one uniquely bad example. We can draw parallels to President Nixon and his executive branch. The intimate privacy violations that the public learned about—such as the surveillance of Dr. King—and those that surely existed but were never shared with the public, were egregious and would have been even more damaging had the press’s objectives aligned with the FBI’s agenda. They included the burglary of the office of Daniel Ellsberg’s
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psychiatrist to obtain his medical records. Congress responded to those abuses with its full force in passing privacy legislation that I will discuss in Part IV. Congress needs to pay the same attention here.

Then, too, the revelation of Page and Strzok’s texts may be the tip of the privacy-violation iceberg. Yes, it came to light because the press wrote breathlessly about it and because the President shouted about the privacy violations from his Twitter rooftops. Those privacy violations decayed the public’s trust in the government’s ability to safeguard personal information. But the trust decay is compounded by the fact that we can’t know what else—or who else’s information—the DOJ or another part of the executive branch may have failed to protect or deliberately disclosed to others in violation of people’s privacy.

Government agencies need to collect people’s personal information to provide help during times of crisis. People need to trust the government to handle their personal data with care. There will be no shortage of crises in the future given the state of the climate crisis and the possibility of future pandemics. Although we have only begun to understand the implications of the Trump Administration’s actions on a variety of issues, the President’s and the DOJ’s intimate privacy violations are a dark stain. No doubt, they undermined the trust that we all need to have in the federal government to seek its help.

The rupture in trust due to governmental privacy violations is what led Congress to adopt the federal law at the heart of Page and Strzok’s case against the DOJ, which I will now discuss.

IV. ASSESSING THE LAW AND POTENTIAL REFORMS

This Part begins with a brief overview of the legal implications of governmental intimate privacy violations. The law is not as protective as it should be, but we can tinker with law only so much to garner the trust of the public. The rest of the work will have to come from messages sent by government officials and agencies.
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A. The Privacy Act of 1974

This discussion begins with the most obvious avenue for legal protection: the Privacy Act of 1974 (“Privacy Act”). The Privacy Act’s history is especially instructive for the violation of Page’s and Strzok’s privacy. Federal lawmakers passed the Privacy Act in direct response to executive branch privacy violations. There was massive outcry after the public learned about President Nixon’s cover-up of the break-ins at the Democratic Party’s Watergate headquarters and the office of Daniel Ellsberg’s psychiatrist, as well as Director Hoover’s excesses.

Federal lawmakers pointed to the abuses of Watergate and the FBI’s illegal surveillance of political “subversive[s]” like Dr. King as proof that federal legislation was necessary. Senator Sam Ervin, the principal sponsor of the Privacy Act of 1974, said of the bill: “[i]f we have learned anything in the last year of Watergate, it is that there must be limits upon what the Government can know about each of its citizens. The Privacy Act “sought to restore trust in government and to address what at the time was seen as an existential threat to American democracy.” Senator Ervin introduced the bill as “an important step in the protection of our individual right to be let alone.” He explained:

Rich or poor, male or female, whatever one’s cultural style or religious or political views, each of us is subject to cumulative records being stored by a variety of Government agencies and private organizations. One of the most obvious threats the computer poses to privacy comes in its ability to collect, store, and disseminate information without any subjective concern for human emotion and fallability [sic] . . . . [T]his bill [is] essential in order to preserve individual freedoms. We must act now to create safeguards against the present and potential abuse of information about people.

The Privacy Act sets the conditions under which federal agencies like the DOJ can collect, use, and disclose personally identifiable information included in systems of records. Under the Privacy Act, federal agencies are allowed to store only personal information that is relevant and necessary, to maintain records with accuracy and completeness, and to establish appropriate administrative and technical safeguards to assure the security of records. The Privacy Act prohibits agencies like the DOJ from disclosing
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records without the written permission of “the individual to whom the record pertains.”

Although the Privacy Act applies to the DOJ, it does not apply to Presidents or their advisers. Courts have found that the Offices of the President or Vice President—“units of the Executive Office of the President whose sole function is to advise and assist the President”—are not covered by the Privacy Act. President Trump isn’t bound by the Privacy Act even though its passage was prompted in part by presidential privacy abuses.

Now more than ever we need the constraints set by the Privacy Act. Whereas in the analog age records gathered by the government tended to remain in information silos (like filing cabinets), in the digital age, records can be disclosed to parties that should not see them and then information about those records or the records themselves can be seamlessly and instantly shared with anyone and everyone with access to the internet. And once personal information stored in agency records is disclosed and shared without permission, it can be difficult—if not impossible—to undo its publication.

To be sure, the Privacy Act provides exemptions to the disclosure provision, but none of these exemptions cover disclosures to the press, as was the case when the DOJ disclosed Page and Strzok’s texts without permission. The most frequently invoked exemption is the “routine use” provision. Under the Privacy Act, “the term ‘routine use’ means, with respect to the disclosure of the record, the use of such record for a purpose which is compatible with the purpose for which it was collected.” The “principle of compatibility requires a significant degree of convergence and a concrete relationship between the purpose for which the information was gathered and its application.” It seems unlikely that a court would find that the DOJ’s disclosure of texts to the press is compatible with the reason the FBI stored the communications of its agents. That disclosure had nothing to do with the OIG review or any other investigation. Indeed, since the OIG investigations were ongoing, it arguably undermined those efforts by drawing publicity to the texts.
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Another exemption concerns the disclosure of agency information to Congress or its committees and subcommittees, which does not apply to disclosures to individual members of Congress. But the problem wasn’t the DOJ’s disclosure of the texts to Congress. It was its overnight revelation of the texts to reporters to ensure that the press covered them as gossip and to discredit the FBI’s investigation into the Trump campaign officials’ ties to Russia.

Bottom line: none of the exemptions seem to apply. This means that the DOJ does not have a statutory way out. The DOJ arguably violated the Privacy Act when it disclosed the texts to reporters without the permission of Page or Strzok. Of course, the pending lawsuits will address that issue.

If the DOJ is found to have violated the Privacy Act, the next question is the extent of the damages that Page and Strzok can recover. Under the Supreme Court’s interpretation of the Privacy Act, individuals can recover economic damages that result from an agency’s deliberate disclosure of personal information. In the case of Page and Strzok, the evidence of economic harm is plentiful. Their careers and earning power have suffered a serious financial blow as a result of the DOJ’s disclosure of the texts to the press on December 12, 2017. The disclosure led to countless news stories, interviews, and tweets about Page and Strzok’s texts and their extramarital affair. That virtual tsunami and the resulting damage to their Google CVs is why Page has been paid far less than her peers with similar experience. It is why Strzok has been unable to find permanent employment. Yes, that is right—even though Strzok was considered one of the best counterintelligence investigators in the nation, he has been unable to find employment for five years. For both Page and Strzok, the financial losses are extensive.

So, too, was their emotional suffering, and yet mental distress is not redressable under the Privacy Act (at least under current judicial interpretation). In Doe v. Chao, the U.S. Department of Labor improperly disclosed the Social Security Numbers of people filing for benefits under the Black Lung Benefits Act. A group of plaintiffs sued under the Privacy Act. The lead plaintiff stated that he was “torn . . . all to pieces” by the disclosure and was “greatly concerned and worried.” The U.S. Supreme Court held that
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the statutory damages provision under the Privacy Act was only available if plaintiffs established actual damages.232

In a later case, *Federal Aviation Administration v. Cooper*, a pilot sued a federal agency for disclosing his HIV status to another federal agency, which caused him emotional distress.233 The Court ruled that that emotional distress alone could not amount to actual damages under the Privacy Act.234 Three justices, writing in dissent, argued that Congress passed the Privacy Act to protect against “substantial harm” that included “embarrassment, inconvenience, or unfairness to any individual.”235 The result of the Court’s holding was that a “federal agency could intentionally or willfully forgo establishing safeguards to protect against embarrassment and no successful private action could be taken against it for the harm Congress identified.”236

Emotional distress is precisely the type of harm that privacy violations commonly inflict. As Daniel J. Solove and I have explained in our work, “one of the most common types of harm caused by privacy violations is emotional distress.”238 In one sphere of tort law—the privacy torts spawned from law partners Samuel Warren and Louis Brandeis’s article *The Right to Privacy*—courts have consistently recognized emotional distress as cognizable harm.239 In their famous article, Warren and Brandeis emphatically noted that privacy violations primarily involve an “injury to the feelings.” Privacy invasions interfered with a person’s “estimate of himself,” inflicting “mental pain and distress, far greater than could be inflicted by mere bodily injury.”240

Specifically addressing judicial reluctance to recognize emotional harm, Warren and Brandeis began by noting how the common law had matured to recognize and redress a variety of types of intangible harms beyond physical ones. “[I]n early times,” they wrote, “the law gave a remedy only for physical interference with life and property.”242 Subsequently, the law expanded to recognize incorporeal injuries: “From the action of battery grew that of assault. Much later there came a qualified protection of the individual against offensive noises and odors, against dust and smoke, and excessive vibration. The law of nuisance was developed.”243 They noted how defamation law protected a person’s name without requiring proof of financial or physical
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harm. Warren and Brandeis argued that recognition of emotional harm was a sign of a more advanced civilization, and by implication, failure to do so would be crude and uncivilized.

Congress should amend the Privacy Act to ensure that compensation for deliberate violations includes anxiety, depression, and other forms of emotional distress. In recognizing emotional harm, Congress would signal its recognition of the emotional fallout after the government exposes intimate information in violation of our trust and intimate privacy.

**B. Constitutional Right to Information Privacy**

Another possible avenue for redress is the right to information privacy under the Fifth and Fourteenth Amendments’ Due Process Clauses. In *Whalen v. Roe*, the Court suggested that the Due Process Clause protects individuals against the improper disclosure of their private information. In *Whalen*, a group of patients and doctors challenged a New York statute requiring a centralized collection of the names and addresses of patients taking certain prescription drugs. The database was meant to help the State detect the diversion of drugs into illegal markets. Plaintiffs argued that the law illegitimately burdened their “individual interest in avoiding disclosure of personal matters.”

The Court set the stage for the recognition of a right to information privacy in holding that cases characterized as protecting privacy include the “individual interest in avoiding disclosure of personal matters.” That interest rested on the Bill of Rights’ protection of substantive due process in the Fifth and Fourteenth Amendments. The Court upheld the statute and found the state’s interest in detecting drug crimes outweighed the plaintiffs’ privacy interest because the plaintiffs’ data was adequately secured. According to Justice Brennan’s concurrence, had there been a real risk of disclosure to
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unauthorized individuals, the State’s amassing of plaintiffs’ health data might have raised constitutional concerns.\(^{255}\)

Since \textit{Whalen}, the Supreme Court has twice suggested—but only suggested—that a substantive due process right to information privacy exists.\(^{256}\) In those cases, the law challenged was found not to violate the right because safeguards prevented the unwarranted disclosure of personal information.\(^{257}\) In \textit{National Aeronautics & Space Administration v. Nelson},\(^{258}\) contract employees at a government laboratory challenged background checks that required them to answer questions about their emotional health, drug treatment, and psychological counseling.\(^{259}\) The Court held that the government’s interests in managing its operations, combined with protections to secure the information, satisfied plaintiffs’ “interest in avoiding disclosure” that may ‘arguably ha[ve] its roots in the Constitution.’\(^{260}\)

Lower federal courts have recognized a constitutional right to information privacy where the State has inappropriately disclosed personal data.\(^{261}\) Some circuits have protected information implicating fundamental rights like family relationships, procreation, and contraception.\(^{262}\) Others have protected health information about which individuals enjoy a reasonable expectation of privacy, like HIV information, abortion procedures, and personal diaries.\(^{263}\)

The DOJ’s disclosure of the curated 375 texts might amount to a violation of Page’s and Strzok’s right to information privacy since the texts concerned their intimate relationship. Page and Strzok surely had a reasonable expectation of privacy \textit{vis-à-vis} the press.\(^{264}\) And yet that right is on unsteady ground, not least of all because the Supreme Court has been reluctant to commit to its existence, at least beyond judicial dicta. Whether the right to information privacy survives the reversal of \textit{Roe v. Wade} is a question for another day.

Presidential conduct is a different matter. Neither the Privacy Act nor the right to information privacy has implications for President Trump, who is now out of office. His tweets and interviews about Page and Strzok’s texts and affair likely would be shielded from liability because they bore some

\(^{255}\) \textit{Id.} at 606 (Brennan, J., concurring).

\(^{256}\) \textit{See id.} at 599–600.

\(^{257}\) \textit{See id.}

\(^{258}\) \textit{See generally} 562 U.S. 134 (2011).

\(^{259}\) \textit{Id.} at 138.

\(^{260}\) \textit{Id.} (quoting \textit{Whalen}, 429 U.S. at 599).

\(^{261}\) \textit{See id.} at 146.

\(^{262}\) \textit{See} DANIEL J. SOLOVE & PAUL M. SCHWARTZ, INFORMATION PRIVACY LAW (7th ed. 2020).

\(^{263}\) \textit{See}, e.g., Tucson Woman’s Clinic v. Eden, 379 F.3d 531, 536 (9th Cir. 2004); Sheets v. Salt Lake Cnty., 45 F.3d 1383, 1386 (10th Cir. 1995) (finding that a woman’s diary was private and should not have been made public after the close of a police investigation).

connection to his official duties. A U.S. President’s actions are immune from private suits if those actions fell within the “outer perimeter” of his or her constitutional or legislative duties. In President Trump’s telling, the texts demonstrated misconduct of federal law enforcement officials, whose activities he has the power to oversee. True, the rallies were part of his presidential campaign, which is decidedly not part of his official business. Nonetheless, Trump surely would claim the mantle of immunity for privacy violations conducted while in office.

The stakes around presidential immunity are weighty and require careful thought. Wherever those arguments take us, the executive branch must now engage in the work of gaining the public’s trust regarding the handling of personal data.

C. Restoring Public Trust

The Trump Administration smashed many norms and legal commitments, including the legal and moral commitment to keep records of people’s personal information confidential. Of course, that was then, this is now. With a new administration comes a new opportunity to make clear that intimate privacy matters. The Biden Administration cannot undo the sins of the past. It cannot erase the damage wrought by the disclosure of Strzok and Page’s texts to the media and followed by the presidential tweets, rallies, and interviews exploiting those texts and their extramarital affair. But the words and deeds of Biden Administration officials can make clear that personal data in their hands will be protected.

In ways large and small, the President and federal agencies—including the DOJ—should begin by signaling that they take intimate privacy seriously. Loudly and clearly, they should commit to protecting the privacy of people’s data. They should make clear that intimate privacy is a foundational right that everyone deserves. President Biden has talked to the press about his concerns surrounding disinformation shared on social media. Part of that conversation involves the way cyber mobs circulate defamatory smears and privacy violations. I would like to see him recognize not only the harms of COVID disinformation, but also the harms of cyber-mob attacks on individuals. The Administration should make clear that whatever the privacy violations of the past, federal agencies will not now nor in the future show personal data of
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individuals to the media without those individuals’ meaningful consent, just as the Privacy Act requires.

The Biden Administration has tentatively begun an effort to recognize the harms of cyber-gender harassment, which is what Page experienced.\(^{270}\) It has been assembling stakeholders to discuss concerns about cyber-gender harassment and extremism online.\(^{271}\) It should not just gather people together to discuss the problem in closed groups. It must bring its findings and concerns—as well as its commitment to intimate privacy—to the public. It must say loudly and clearly that it will handle people’s intimate information with care.

Words are one thing, action is another. The Biden Administration could support efforts to amend the Privacy Act to include damages for emotional harm. It could support broader legislative efforts for comprehensive federal privacy legislation. And, in Page’s and Strzok’s cases in particular, the Biden Administration could acknowledge the harm that has been inflicted rather than fighting the lawsuits tooth and nail.

The bottom line is that the executive branch needs to restore the trust that the public has in government’s handling of intimate information.

V. CONCLUSION

Privacy violations are damaging no matter the parties responsible. But when the government—especially the executive branch—violates the privacy of individuals, the damage is profound. Included is the public’s willingness to trust the government with personal data. Now more than ever, the public must be willing to share their personal data with government agencies. A key task for the executive branch is to promise and demonstrate that it will protect everyone’s intimate privacy. The public needs to get the message that their personal data in the hands of federal agencies is secure. My hope is that those privacy violations are not swept under the rug—but rather acknowledged—so that the process of inculcating trust begins in short order.

\(^{270}\) Id.
\(^{271}\) I was invited to participate in one of the Administration’s cyber-harassment stakeholder meetings. CCRI President and my frequent coauthor Mary Anne Franks participated in other meetings.