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“On the Internet, nobody knows you're a dog.”

The right to be forgotten refers to the ability of individuals to
erase, limit, delink, delete, or correct personal information on the In-
ternet that is misleading, embarrassing, irrelevant, or anachronistic.
This legal right was cast into the spotlight by the European Court of
Justice decision in the Google Spain case, confirming it as a matter of
EU law. This “right,” however, has existed in many forms around the
world, usually applying a balance-of-rights analysis between the right
to privacy and the right to freedom of expression. The new European
version, though, is based on a legal theory of intermediary liability
where Internet search engines are now considered “data controllers,”
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and as such have liability for managing some content online. As it has
evolved in Europe, this right has focused attention on key underlying
policy considerations, as well as practical difficulties, in implementa-
tion under the new European regime. In particular, shifting the bur-
den of creating compliance regimes and supervising important human
rights from government to the private sector. Thus, in Europe, the
function of balancing rights (privacy versus speech) in the digital con-
text has been “outsourced” to the private sector. Recent experience in
Europe under this regime shows that there is no uniform approach
across countries. Moreover, different national approaches to the
“right” make it almost impossible for multinational entities to comply
across jurisdictions. Apart from the data controller threshold, civil-
law jurisdictions seem to give greater weight to privacy concerns in
striking this balance. Common-law jurisdictions tend to give greater
weight to expression. The right to be forgotten, thus, is another exam-
ple of an evolving transatlantic data struggle with potentially serious
trade implications. This Article explores the historical and theoretical
foundations of the right to be forgotten and assesses practical legal is-
sues including whether North American “free speech” rights are an
effective buffer to what is sometimes a very controversial and evolv-
ing issue.
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I. INTRODUCTION

“On the Internet, no one knows you’re a dog.”" Or do they? Much
has changed since this iconic cartoon ran in The New Yorker in 1993, in-
cluding the degree to which a simple Internet search can return vast
amounts of surprisingly detailed information. Since March 2014, our ca-
nine friends in Europe can petition search providers there to have this
embarrassing fact about them expunged from search results seeking that
specific information (likely to the consternation of many cats). North
American dogs, however, have no similar legal recourse. What is a dog in
Des Moines to do?

This Article explores the reaches of the recent European Court of
Justice (“ECJ”) case? confirming that such a right now firmly exists with-
in the European Union (“EU”), that EU citizens may avail themselves of
it, and that Internet-search providers, such as Google, must comply. In so
doing, we explore the legal content of the right: its importance, impact,
historical antecedents, and efforts by industry to implement it. Finally,
we analyze whether the right to be forgotten is destined to cross the At-
lantic and find its way into North American law, or whether traditional
judicial preferences in Canada and the United States, favoring freedom
of speech over privacy, erect a sufficient constitutional buffer to the
wholesale importation of this right.

The “right to be forgotten” refers to the right of an individual to
erase, limit, or alter past records that can be misleading, redundant,
anachronistic, embarrassing, or contain irrelevant data associated with
the person, likely by name, so that those past records do not continue to
impede present perceptions of that individual.?> Although a new arrow in
the quiver of privacy-rights advocates, the right to be forgotten is not
precisely the same as a traditional right to privacy, which depends on
framing a protected interest against the actions of an infringing party
such as a government. Moreover, it should not be confused with the right
to correct information, or the truth—which is amply protected by centu-
ries of libel and slander jurisprudence. Its aim, rather, is to make certain

1. Peter Steiner, cartoon, NEW YORKER, July 5, 1993. This “remains the most reproduced car-
toon in New Yorker history.” Michacl Cavna, ‘Nobody Knows You're a Dog’: As Iconic Internet Car-
toon Turns 20, Creator Peter Steiner Knows the Idea is as Relevant as Ever, WASH. POST (July 31,
2013),  https://www.washinglonpost.com/blogs/comic-ril(s/post/nobody-knows-yourc-a-dog-as-iconic-
internet-cartoon-turns-20-creator-peter-steiner-knows-the-joke-rings-as-relevant-as-ever/2013/07/31/7
3372600-198d-11¢c2-8¢84-c¢56731a202(b_blog.html. Cartoon used by permission from Conde Nast Pub-
lishers.

2. Case C-131/12, Google Spain v. Agencia de Proteccion de Datos (AEPD), 2014 EUR-Lex
(May 13, 2014) [hereinafter Google Spain]. The main issue in the case implicated the obligations of
Internet search engines related to the protection of personal data published on third-party websites.
Id. at 4 20. The ECJ was petitioned to consider a preliminary ruling on the correct interpretation of
Articles 2(b), 2(d), 4(1)(a), 12(b), and 14(a) of EC Directive 95/46/EC and Article 8 of the Charter of
Fundamental Rights of the European Union (“EU Charter”). See infra Part I1.

3. See generally Cécile de Terwangne, The Right to be Forgotten and Informational Autonomy
in the Digital Environment, in THE ETHICS OF MEMORY IN A DIGITAL AGE: INTERROGATING THE
RIGHT TO BE FORGOTTEN 83-84 (Alessia Ghezz et al. eds., 2014).
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that information more difficult to find. In that sense, the right to be for-
gotten, when implemented, is a forced omission.

This right developed in its present form due to technology; or, more
precisely, as a response to technology. By 2015, algorithms perfected and
deployed by Internet-search providers transformed the information su-
perhighway. Users are able to accurately locate with lightning speed the
material they seek, cross-reference what they find to other searches, and
gain a complete picture of what they want to know in hours or minutes.
Compare with the hours, or even days, that running the same search at a
library in 1985 would entail: roving among shelves of books and newspa-
pers, and perhaps poring through micro fiche —the best technology of the
day—if one was lucky.

As currently articulated in the EU, the right to be forgotten trans-
ports those seeking information from the computer age back to the mi-
cro-fiche age on a search-by-search basis. It does so purposely in order to
protect the target of the search. The ECJ judgment made clear that, on
balance, the right of the “searched” can outweigh the right of the search-
er. Importantly, the data about the target is not digitally wiped from the
Internet. It still exists. It is, however, much more difficult to find. Hence
the frustrating micro-fiche metaphor: undertaking potentially multiple
searches on multiple platforms to locate information slows down the
search process significantly. Most Internet users today do not have the
patience for this. And that voila moment that happens when a searcher
finally locates what they are seeking after a particularly grueling process
is not a sufficiently satisfying emotional cookie to make it worth the ef-
fort for most searchers.

The EU’s embrace of this right, and the overwhelmingly negative
response by the U.K. House of Lords European Union Committee
(“House of Lords”),* offer convenient counterpoints to consider the im-
plications of this right. In response to criticism leveled against the right to
be forgotten, the European Commission said:

[t]he right to be forgotten is about making sure that the people
themselves —not algorithms—decide what information is available
about them online when their name is entered in a search en-

ine . ... It is about making sure that citizens are in control of their























































































































































